
Veille technologique 
 

La société de cybersécurité Kaspersky a récemment mis en garde contre la menace 

croissante d'attaques de ransomwares en Inde. En 2023, le pays a subi plus de 200 000 

attaques de ransomwares et, selon les experts de Kaspersky, cette tendance devrait se 

poursuivre à l'avenir. Les attaques ont ciblé divers secteurs, notamment l’industrie 

manufacturière, la vente au détail, l’agriculture, les médias et la santé. Des groupes de 

ransomwares de premier plan tels que Fonix et LockBit ont été identifiés comme 

responsables de plusieurs attaques.  

Les attaques de ransomware présentent des risques importants pour les entreprises et les 

organisations en Inde, avec le risque de perturber les opérations et d'entraîner la perte de 

données essentielles. Les entreprises doivent prendre des mesures proactives pour renforcer 

leurs défenses en matière de cybersécurité, notamment en mettant en places des capacités 

de renseignement sur les menaces.  

Pour conclure, la menace des ransomware étant grandissant en Inde, des mesures drastiques 

doivent être prise afin de protéger les entreprises et la populations des cyber attaques 
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